CR - Okresni soud v Sumperku
27Spr 1766/2023

Smeérnice
o ochrané osobnich adaji

Na zaklad¢ nafizeni Evropského patlamentu a rady (EU) ¢. 2016/679 o ochrané fyzickych osob
v souvislosti se zpracovanim osobnich tudaji a o volném pohybu téchto tdaji a o zruseni smérnice
95/46/ES (dale jen ,,nafizeni), smérnice Evropského patlamentu a Rady (EU) 2016/680 ze dne
27. dubna 2016 o ochrané fyzickych osob v souvislosti se zpracovanim osobnich ddaju pfislusnymi
organy za ucelem prevence, vysetfovani, odhalovani ¢i stthani trestnych ¢inti nebo vykonu trestd, o
volném pohybu téchto udaji a o zruseni rimcového rozhodnuti Rady 2008/977/SVV (dale jen
Htrestnépraval smérnice®), zdkona ¢. 110/2019 Sb., o zpracovani osobnich udaju (dale jen ,,zakon
o zpracovani osobnich udaja), a zikona ¢. 6/2002 Sb., o soudech, soudcich, pfisedicich a statni
sprave soudir a o zméné nckterych dalsich zakonu (zakon o soudech a soudcich), ve znéni zakona
¢. 111/2019 Sb., kterym se méni nekteré zdkony v souvislosti s pfijetim zikona o zpracovani
osobnich tdaja, vydava piedsedkyné Okresniho soudu v Sumperku tuto smérnici (dale jen
,smeérnice®).

CAST PRVNI

OBECNA CAST
Cl. 1
Zakladni pojmy

Osobnimi udaji jsou veskeré informace o identifikované nebo identifikovatelné fyzické osobé¢;
identifikovatelnou fyzickou osobou je fyzicka osoba, kterou lze pfimo ¢i nepfimo identifikovat,
zejména odkazem na urcity identifikator, napftiklad jméno, identifikacni ¢islo, lokacni udaje, sitovy
identifikator nebo na jeden ¢i vice zvlastnich prvka fyzické, fyziologické, genetické, psychické,
ekonomické, kulturni nebo spolecenské identity této fyzické osoby.

(1) Piiklady informaci, které samy o sobé& nebo v kombinaci pfedstavuji osobni idaje:
- jméno a pifjment,
- adresa bydliste,
- e-mailova adresa, jako je napfiklad jméno.ptijmeni@firma.com,
- telefonni ¢islo — soukromé i pracovni,

- cislo identifikaén{ karty zaméstnance, ¢islo obcanského prikazu, ¢islo fidicského prikazu
a ¢islo cestovniho pasu,

- datum narozeni a rodné dislo,
- misto narozeni,

- pohlavi,

- ek,

- vzdélani,

- osobni stav,
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- pfijem ze zaméstnani, pfijem z dachodu,
- 1IC, DIC,

- obchodni firma,

- akademicky titul,

- dislo Gétu, klientské ¢islo uctu, IBAN,

- IP adresa,

- identifikator datové schranky.

(2) Zvlastnimi kategoriemi osobnich tdajt jsou osobni udaje, které vypovidaji o rasovém
¢i etnickém puavodu, politickych nazorech, nabozenském vyznani ¢i filozofické pfesvédéent
nebo ¢lenstvi v odborech, zpracovani genetickych tudaju, biometrickych tdaja za dcelem jedinec¢né
identifikace fyzické osoby a idaji o zdravotnim stavu ¢i o sexualnim zivoté nebo sexualni orientaci
tyzické osoby.

(3) Subjektem osobnich tdaji je fyzicka osoba, k niZ se osobni udaje vztahuji.

(4) Zpracovanim osobnich udaji je jakakoliv operace nebo soubor operaci s osobnimi udaji nebo
soubory osobnich udaju, ktery je provadén pomoci ¢i bez pomoci automatizovanych postupt, jako
je shromazdéni, zaznamenani, uspofadani, strukturovani, ulozeni, pfizptasobeni nebo pozménéni,
vyhledani, nahlédnuti, pouziti, zpfistupnéni pfenosem, Sifeni nebo jakékoliv jiné zpfistupnéni,
sefazeni ¢i zkombinovani, omezeni, vymaz nebo znicen.

(5) Spravcem je fyzicka nebo pravnicka osoba, organ vefejné moci, agentura nebo jiny subjekt,
ktery sam nebo spolecné s jinymi urcuje ucely a prostfedky zpracovani osobnich adaji. Za spravee
se povazuje Okresni soud v Sumperku (dale jen ,,OSSUP®).

(6) Bezpecnostnim incidentem je jakakoliv udalost, ktera muze vést k poruseni zabezpeceni
osobnich udaju.

(7) Porusenim zabezpeceni osobnich udaji je kazda udalost, ktera vede k nahodnému
nebo protipravnimu stavu spocivajicim v:

093

a) zniCeni osobnich udaji — osobni udaje uz neexistuji, pfipadné nejsou pouzitelné
(napf.: zniceni spist v disledku mimofadné udalosti),

b) ztraté osobnich udaji — osobni tdaje existuji, ale doslo ke ztraté kontroly nad témito tdaji,
piistupu nebo ztraté nosice (napf.: ztrata nebo kradez spisu, notebooku ¢i USB),

¢) pozménéni nebo zméné osobnich udaju - doslo k poskozeni integrity jiz zaznamenanych
osobnich ddaju takovym zpusobem, Ze jsou nespravné nebo neuplné (napi.: nidhodna
zmeéna ¢1 smazani osobnich udaji v seznamu jmen),

d) poskytnuti osobnich udaji tfetim osobam, které nejsou opravnény k pfistupu k osobnim
udajum (napf.: osobni udaje byly zaslany omylem na jiné e-mailové adresy), nebo pfistupu
k osobnim udajum pii pfenosu, ulozeni nebo jiném zpracovani, v jejimz dasledku osobni
udaje ziskaly neopravnéné osoby a doslo k poruseni davérnosti (napf.: osobni udaje jsou
zpftistupnény jinym osobam v dusledku kybernetického utoku).

(8) Vedoucim useku se pro ucely této smérnice rozumi mistopfedsedové soudu a feditel spravy
soudu.

(9) Vedoucim oddéleni se pro tcely této smérnice rozumi vedouci soudnich oddéleni, dozorci
ufednice, vedouci jednotlivich oddéleni spravy soudu a bezpecnostni feditel.

(10) Pfijemcem je fyzickd nebo pravnicka osoba, organ vefejné moci, agentura nebo jiné subjekty,
kterym jsou osobni udaje poskytnuty, s vyjimkou organu vefejné moci, které mohou ziskavat osobni
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udaje v ramci svych vysetfovacich pravomoci podle zvlastnich pravnich pfedpist. Za piijemce se
nepovazuje zamestnanec OSSUP.

(11) Zaméstnancem se pfiméfene pro ucely této smérnice rozumi téz soudce.
(12) Metodik GDPR je zodpovédna osoba za organizacni zpracovani osobnich idajia na OSSUP.

(13) Bezpecnostni politiky - soubory bezpecnostnich opatfenti, které stanovuji zavazné postupy
a chovani uzivatelt uvedené v instrukci Ministerstva spravedlnosti ¢.5/2022 , Instrukce o zajisténi
bezpecnosti informaci, které jsou nedilnou soucasti instrukce a uzivatelé jsou s nimi prokazatelné
opakovan¢ seznamovani.

CL 2
Piedmét upravy

(1) Smérnice upravuje zakladni zasady a pravidla ve vztahu ke zpracovani osobnich udaju
a zabezpecen{ jejich ochrany a v této souvislosti vymezuje odpovédnost a povinnosti zaméstnanca
a soudcu ¢i stazistu (dale jen ,,zaméstnanci®). Smeérnice dale vymezuje pravidla pro poruseni
zabezpeceni ochrany osobnich tudajt, ptsobnost a ukoly metodika pro ochranu osobnich udaja
(dale jen ,,metodik GDPR®), jakoz i postup pii vyfizovan{ zadost{ nebo podnétu subjekta udaju.
Tato uprava navazuje na nafizeni, trestnépravni smérnici, zakon o zpracovani osobnich udaju
a zakon o soudech a soudcich.

(2) Tato smérnice rovnéz zapracovava ipravu instrukee €. 5/2022 Ministerstva spravedlnosti ze dne
30. 6. 2022, ¢. j. 115/2022-OI-SP/1 o zajisténi bezpeénosti informaci v prostedi informaénich a
komunikac¢nich technologii tesortu spravedlnosti (dale jen ,.instrukce ¢. 5/2022%). Neupravuje-li
tato smérnice blize uréitou oblast, aplikuji se ustanoveni pravni upravy instrukce ¢. 5/2022
v platném znéni a jejich jednotlivych politik.

CL3
Obecné zasady

(1) Osobni udaje musi byt:
a) zpracovavany korektné, zakonnym a transparentnim zpusobem (zasada zidkonnosti,
korektnosti a transparentnosti),
b) shromazdovany jen pro urcité, vyslovné vyjadfené a legitimni ucely a nesmi byt dale
zpracovany zpusobem s témito ucely neslucitelnymi, pokud pravni predpis nestanovi jinak
(zasada ucelového omezeni),
c) pfiméfené, relevantni a omezené na nezbytny rozsah ve vztahu k ucelu, pro ktery jsou
zpracovavany (zasada minimalizace),
d) v ramci moznosti pfesné a v piipadé potieby aktualizované (zasada pfesnosti),
e) ulozeny ve formé umoznujici identifikaci subjektt udaji po dobu ne delsi, nez je nezbytné
pro ucely, pro které jsou zpracovavany (zasada omezen{ ulozeni),
f) zpracovavany tak, aby bylo zajisténo nalezité zabezpeceni osobnich Gdaju (zasada integrity
a duvernosti).
(2) Pii zpracovani osobnich ddaju je postupovano v souladu s platnymi pravnimi predpisy
upravujicimi zpracovani a ochranu osobnich tudaji, vnitinimi pfedpisy a internimi pokyny
a opatfenimi okresnfho soudu vcetné metodickych pokynt nebo pokynt pfislusného povérence
pro ochranu osobnich udaja.
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CAST DRUHA
ZPRACOVANI OSOBNICH UDAJU

HLAVA I
ORGANIZACNI A TECHNICKA OPATRENI

ClL 4
Zakladni vymezeni

(1) Otganiza¢ni a technicka opatfeni k tomu, aby osobni ddaje byly zpracovavany v souladu
se zasadami uvedenymi v ¢l. 3 této smérnice, s pfihlédnutim k povaze, rozsahu, kontextu a ucelim
zpracovani a rizikim pro prava a svobody fyzickych osob, pfijimaji a zajist'uji vedouci tsekua
a vedouci oddélen.

(2) Organizacnimi a technickymi opatfenimi pfi zpracovani osobnich udaju podle odstavce 1
se rozumi napf.: pokyny tykajici se urcen{ osobnich udaja, které se pfi dané ¢innosti zpracovavaj,
stanoveni doby uchovavani osobnich udaja, pokud tato pravidla nevyplyvaji z obecné zavaznych
pravnich pfedpist a vnitfnich pfedpist, nebo zajisténi technického nastaveni systému jejich
shromazd’ ovan{ ¢i ukladani.

(3) Informatik zajist’uje, aby funkce informacnich systému a jejich sprava ve vztahu ke zpracovani
osobnich udaji a svych kompetenci (vétsina aplikaci s osobnimi udaji je pod spravou MSp) byly
nastaveny v souladu se zasadami minimalizace a omezeni ulozeni, a v této souvislosti navrhuje
organizacni a technicka opatfeni.

(4) Metodik GDPR pravidelné vyhodnocuje, zda osobni udaje zpracovavané a evidované v ramci
agend vykonu soudnich pravomoci odpovidaji zasadim minimalizace a omezeni ulozeni a navrhuje
opatfeni, ktera zajisti, aby byly zpracovavany v nezbytné nutném mnozstvi a rozsahu pro piislusny
konkrétni tcel, a zpfistupnovany pouze nezbytné nutnému poctu osob.

CL5
Rejstiiky, eviden¢ni pomucky a jiné dalsi evidence

(1) Zpracovavat osobni udaje umoznujici identifikaci subjektu ddaji lze pouze v takovych
rejstricich, evidencnich pomiickach ¢i jinych evidencich (dale jen ,,evidence®), které jsou:
a) soucasti informacnich systémua OSSUP, nebo
b) vyjmenovany ve Vnitinim a kancelafském fadu pro okresni, krajské a vrchni soudy (dale jen
,vnitini a kancelafsky fad*), nebo
c) evidenci vedenou podle zvlastnich pfedpist (napf.: evidence v oblasti informacnich
technologif), nebo
d) pomocnou evidenci pro plnéni pracovnich dkold, ktera je uspofadanym souborem
v listinné podobé nebo vedena pomoci vypocetni techniky, pokud je vedena v souladu
s odstavcem 3.
(2) V evidencich uvedenych v odstavci 1 pism. a) az ¢) mohou zpracovavat osobni udaje jen
zaméstnanci, ktefi jsou k pfisluSnym udkonum zpracovani povéfeni vnitfnimi predpisy
(napf.: rozvrhem prace OSSUP), a to v souladu s pravidly uvedenymi v odstavci 3.
(3) V evidencich uvedenych v odstavci 1 musi byt osobni udaje:
a) evidovany jen v nezbytném rozsahu,
b) je-li to technicky mozné, pravidelné aktualizovany,
¢) po uplynuti tcelu zpracovani vymazany, a to v souladu s piislusnym konkrétnim ucelem
zpracovani specifikovaném v zaznamech o ¢innostech zpracovani a zasadou minimalizace,
d) v pfipadé opravnéné zadosti subjektu udaji na opravu ¢i vymaz osobnich udaju
(viz cast Sesta této smérnice) opraveny nebo vymazany.
(4) Pravidlo uvedené v odstavci 3 pism. c) nebo d) se nepouzije v piipadé¢, kdy vymaz osobnich
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udajti nelze provést z divodu technickych moznosti informacniho systému.

(5) Soulad evidenci uvedenych v odstavci 1 pism. a) az c) s pravidly uvedenymi v odstavci 3 zajist™uji
vedouci usekt nebo jimi povéfeni zaméstnanci.

(6) U evidenci vedenych podle odstavce 1 pism. d) zajisti soulad s odstavcem 3 zaméstnanec, ktery
tuto evidenci vede. V pfipadé, ze si evidenci vede zaméstnanec pouze pro svoji potfebu v souvislosti
s plnénim pracovnich dkola, nesmi ji dale nikomu poskytnout nebo zpiistupnit a je povinen ji pfi
skonceni pracovniho poméru nebo vykonu funkce smazat.

(7) Zaméstnanec povéfeny vedenim piislusné evidence uvedené v odstavei 1 pism. a) az c)
v piipad¢, ze zjisti pfi vlastni ¢innosti, nebo na zakladé oznameni podle ¢l. 9 odst. 4 této smérnice,
ze jsou osobni udaje nepfesné nebo neaktualni, zajisti jejich opravu prokazatelné pisemnou formou
analogové nebo elektronicky (napf. zména v seznamu jmen ucastnika v aplikacich). Dale tento
zaméstnanec provede opravu nebo vymaz osobnich udaju, nebrani-li tomu technické moznosti
informacnfho systému, a to na zakladé¢ pokynu svého pfimého nadfizeného nebo v pfipadé
opravnéné zadosti subjektu tdaji na opravu ¢i vymaz jeho osobnich ddaju (viz ¢ast Sesta této
smérnice). V ramci vykonu soudnich pravomoci muze pokyn k opravé nebo vymazu udélit téz
pfedseda soudu, mistopfedsedové soudu, pfedsedové senatu a feditel spravy, popiipadé jimi
povétfené osoby.

(8) Specifickou evidenci vedenou v souladu s nafizenim je evidence souhlast. V pfipadé,
ze je evidence vedena, je zaméstnanec povinen tuto evidenci vést ve spise, za tim ucelem
vytvofenym. Je-li tato evidence vedena jen v elektronické podobé, je povéfeny zaméstnanec vzdy k
datu 31. 12. kazdého roku povinen vytisknout vypis z této evidence a zalozit jej do spisu.

CL6
Spisova sluzba

Vedouci soudni podatelny a archivu zajisti, aby v ramci spisové sluzby byla s ohledem na technické
moznosti pfijimana takova organizacni a technicka opatfeni, ktera zajisti dodrzovani zasad
minimalizace a omezen{ uloZzen{ osobnich udaji v moznostech svych kompetenci (vétsina aplikaci
je pod spravou MSp).

HLAVA II
ZAZNAMY O CINNOSTECH ZPRACOVANI

ClL 7
Zpracovani a kontrola zaznamui

(1) Ucely zpracovani osobnich tdaja a doba jejich zpracovani se eviduje pro jednotlivé agendy
v zaznamech o ¢innostech zpracovani podle ¢l. 30 nafizeni (dale jen ,,zaznamy o zpracovani®). Tyto
zadznamy vypracovava, monitoruje a aktualizuje metodik GDPR.

(2) Metodik GDPR poskytuje v souvislosti se zpracovanim a aktualizaci zaznamu o zpracovani
odborné konzultace z hlediska souladu s pozadavky nafizeni a monitoruje, zda jsou zaznamy o
zpracovani v souladu s nafizenim. V pfipadeé zjisténi nedostatkt v zaznamech o zpracovani navrhuje
upravy ¢i doplnéni.

(3) Metodik GDPR provadi dohled ve vztahu k zaznamum o zpracovani v oblasti vykonu
soudnich pravomoci.
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CAST TRETI
ZABEZPECENI A OCHRANA OSOBNICH UDAJU
CL8
Obecna opatieni

(1) Organizacni a technickd opatfeni k zabezpeceni ochrany osobnich uddaju za ucelem
minimalizace rizik pro subjekty osobnich tdaju z hlediska ochrany osobnich udaju provadéji:

a) feditel spravy soudu pii zajistovani organizacnich zalezitosti souvisejicich s provozem

soudu, vcetné vedeni personalnich spist

b) pracovnik spravy pfi vedeni agendy spravniho deniku,

¢) hlavni acetni v ramci fizeni ekonomickych agend véetné vymahani pohledavek,

d) bezpecnostni feditel v ramci zpracovani utajovanych informaci, bezpecnosti a krizového

fizeni

e) spravce budov pifi zajistovani spravy budov a investic,

f) pracovnik majetkové spravy v ramci useku spravy majetku,

@) informatik v ramci informacnich a komunikacnich technologii,

h) dozorci afednice v ramci spravy aplikaci véech pouzivanych informacnich systémi,

1) pracovnici podatelen v ramci spisové sluzby a datovych schranek.

(2) Organizacnimi a technickymi opatfenimi pfi zabezpeceni osobnich tdaji podle odstavce 1
se rozumi napf.: vydani konkrétnich pokynt, tykajicich se pfistupovych opravnéni, nejsou-li tato
pravidla stanovena obecné zavaznymi pravnimi pfedpisy ¢i vnitinim pfedpisem, vcéetné zajistén{
technického nastaveni pfistupovych opravnéni.

(3) Prijata organizacni a technicka opatfeni podle odstavce 1 jsou dle potieby a vyvoje technologii
revidovana a aktualizovana.

(4) Metodik GDPR doporucuje pfijeti organizacnich a technickych opatfeni podle odstavce 1
a poskytuje odborné konzultace z hlediska jejich souladu s nafizenim a pfedpisy v oblasti ochrany
osobnich udaju.

(5) V piipad¢, Ze metodik GDPR zjisti nedostatky v zabezpeceni osobnich udaji, informuje
pfedsedu soudu a odpovédné zaméstnance o této skutecnosti a doporudi, jaka opatfeni lze v této
souvislosti pfijmout. Odpovédni zaméstnanci navrhnou konkrétni opatfeni po konzultaci s
metodikem GDPR a po jejich schvileni pfedsedou soudu zajisti jejich realizaci.

(6) Ochrana osobnich udaji je zajiSt'ovana také prostfednictvim organizacnich a technickych
opatfeni stanovenych vnitinimi pfedpisy a instrukcemi Ministerstva spravedlnosti, které se tykaji
zajisténi bezpecnosti informaci v prostfed{ informaénich a komunikaénich technologii.

(7) Pravidla pro skartaci spisti a dokumentti jsou stanovena v instrukci Ministerstva spravedlnosti,
kterou se vydava skartacni fad pro okresni, krajské a vrchni soudy, a to v platném a uc¢inném znéni.

ClL9
Povinnosti zaméstnancu

(1) Zaméstnanci jsou povinni zpracovavat osobni udaje tak, aby nemohlo dojit k poruseni
zabezpecen{ osobnich udaju. Jsou povinni zpracovavat osobni idaje vyhradné za ucelem plnéni
svych pracovnich povinnosti vyplyvajicich z jejich pracovni naplné, a to v nezbytném rozsahu pro
plnéni konkrétnich ukolt a pouze za Gcelem, pro ktery jim opravnéni zpracovavat osobni idaje bylo
udéleno.

(2) Zaméstnanci jsou povinni dodrzovat organizacni a technickd opatfeni stanovena vedoucimi
zaméstnanci, vnitfnim a kancelafskym fadem a pfedpisy vztahujicimi se k fyzické bezpecnosti
objektu soudu a bezpecnosti pfi pouzivani informacnich a komunikacnich technologii.

(3) Zaméstnanci jsou povinni dusledné dodrzovat povinnost mlcenlivosti a chovat se tak,
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aby nemohlo dojit k poruseni integrity (poskozeni, ztraté ¢i zniceni) a duvérnosti osobnich udaja
nebo dokumentt obsahujicich osobni ddaje, jak v elektronické tak listinné podobé. Za dodrzovani
této povinnosti odpovida vzdy zaméstnanec, ktery osobni idaje zpracovava.
(4) V pfipadé¢, ze zaméstnanci, ktef{ zpracovavaji osobni udaje, zjisti, ze jsou osobni udaje
v evidencich uvedenych v ¢l. 5 odst. 1 této smérnice nepfesné nebo neaktualni, jsou povinni oznamit
tuto skutecnost zameéstnanci povéfenému vedenim pfislusné evidence k provedeni napravy
prokazatelné pisemnou formou analogové nebo elektronicky (napf. zména v sezhamu jmen
ucastnikia v aplikacich).
(5) Zameéstnanci jsou povinni uchovavat osobni udaje jen po dobu stanovenou pravnimi predpisy
a vnitfnimi predpisy nebo, neni-li tak stanoveno, po dobu, jez je nezbytné nutna pro ucely, pro které
jsou zpracovavany.
(6) Zaméstnanci jsou povinni zpracovavat osobni idaje tak, aby nemohlo dojit k poruseni jejich
zabezpeceni.
(7) Zaméstnancum je zejména zakazano:
a) ukladat osobni ddaje nebo dokumenty s osobnimi udaji na sdilena dlozisté s vyjimkou
plnéni povinnosti podle obecné zavaznych pravnich predpisit’,
b) ukladat osobni idaje na socialni site,
€) zpiistupnit ¢i pfedat osobni udaje nebo dokumenty obsahujici osobni udaje neopravnéné
osobé¢, ktera neni na zakladé¢ obecné zavaznych pravnich pfedpistt nebo vnitinich pfedpisa
¢i instrukei Ministerstva spravedlnosti opravnéna ke zpracovani konkrétnich osobnich udaju.
(8) Pro nakladani s osobnimi udaji plati dalsi pravidla stanovena v dokumentu ,,Politika bezpe¢ného
chovani uzivatelt®, ktera je ptilohou instrukce ¢. 5/2022.
(9) Zaméstnanci jsou povinni metodikovi GDPR pro tcely vykonu jejich pasobnosti poskytnout
veskeré relevantni informace a nezbytnou soucinnost.

CL. 10
Zabezpeceni ICT

(1) Kazdy zaméstnanec je povinen se prokazatelné seznamit s aktudlni verzi instrukce €. 5/2022 a
to uspésnym absolvovanim kazdorocné aktualizovaného kybernetického testu Bezpecnosti
informaci v resortu spravedlnosti a dodrzovat jednotlivé zasady a politiky této instrukce.
Zaméstnanec musi zabezpecit prostfedky vypocetni techniky (napf.: pocita¢, notebook, tablet,
mobilni telefon apod.), které mu byly poskytnuty pro plnéni pracovnich povinnosti a jimiz
zpracovava osobni udaje nebo jsou jejich prostfednictvim osobni tudaje dostupné (dale jen
,prostiedky vypocetni techniky*), nebo datové nosice (napf.: flash disky, externi HDD, CD apod.)
tak, aby neumoznil neopraivnénym osobam piistup k osobnim udajim ulozenym na téchto
zafizenich. Prenosné prostfedky vypocetni techniky (napf.: notebook, tablet, mobiln{ telefon) je
zaméstnance povinen zabezpecit heslem, nebo pinem dle jednotlivich politik instrukee ¢ 5/2022.
Je tfeba dusledné dodrzovat pravidla pro bezpecné vytvateni a zachazeni s hesly, zejména nesmi byt
nikomu sdélovany a byt zapsany v listinné podob¢ a umistény na viditelném nebo bézné pfistupném
misté (napf.. monitoru pocitace, pracovnim stole nebo kalendafi), pfipadné byt uchovany v
souborech v prostfedcich vypocetni techniky.

(2) Pii kazdé ztraté kontroly nad pfistupem k prostfedkim vypocetni techniky, musi byt tyto
prostfedky zabezpeceny uzamknutim obrazovky, nebo displeje (napf.: zadanim pinu). Na pocitaci,
notebooku, mobilnim telefonu ¢i tabletu mus{ byt nastaveno automatické uzaméeni po urcité dobé
necinnosti.

(3) Pro vzdaleny pfistup plati pravidla stanovena v instrukci Ministerstva spravedlnosti, tykajici
se kybernetické bezpecnosti véetné souvisejicich bezpecnostnich politik.

(4) Vsechny informacni systémy a jiné aplikace pouzivané na OSSUP, které obsahuji osobni udaje
(napf.: personalni a mzdovy informacni systém), musi byt zabezpeceny heslem.

(5) V piipadé¢ skonceni pracovniho poméru zaméstnance jsou zruseny jeho pfistupy
do informacnich systému a aplikaci v souladu s vnitifnimi pfedpisy.
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CL 11
Elektronické dokumenty

(1) Pracovni dokumenty s osobnimi udaji v elektronické podobé lze ukladat také na pfenosné
prostfedky vypocetni techniky poskytnuté OSSUP pro plnéni pracovnich povinnosti a na povolené
datové nosice v souladu s vnitfnimi pfedpisy.

(2) Zaméstnanec je povinen pracovni dokumenty pfedavat v elektronické podobé pouze
prostfedky a zptusobem povolenym nebo schvalenym OSSUP. Zakazuje se pro tyto ucely pouzivat
soukromy e-mail.

(3) Pfenos pracovnich dokumentt v elektronické podobé v elektronickych sitich se fidi instrukeci
Ministerstva spravedlnosti, tykajici se kybernetické bezpecnosti.

(4) V piipadé skonceni pracovniho poméru zaméstnance nebo funkce soudce se predavaji
elektronické dokumenty s osobnimi udaji v souladu s vnitinim pfedpisem. Informatik je povinen
zajistit bezpecné smazani vsech elektronickych dokumentd s osobnimi udaji na odevzdanych
svefenych prostfedcich vypocetn{ techniky a datovych nosicich dat.

Cl. 12
Skenovani a tisk

Kazdy zaméstnanec je povinen pii skenovani a tisku postupovat dle jednotlivych bezpec¢nostnich
polittk konkrétné pak ¢ 4 ,Politika klasifikace aktiv" instrukce ¢. 5/2022 dle povahy
reprodukovanych dat s ohledem na klasifikaci, zpracovani a uchovavani informaci (napf. pfi
reprodukce zvlast’ citlivich osobnich dat vyckat osobné u lokalni tiskarny na reprodukci a
bezprostfedné po jistém dokonceni tiskové ulohy vytisk odebrat, pficemz zasilani téchto dat
elektronickou postou nelze).

CL13
Piistup do informacnich a jinych systém, rejstfika a evidenci

(1) Pravidla nastaveni pfistupovych opravnéni do informacnich systému a do jednotlivych rejstifka,
eviden¢nich pomucek a modult téchto systému jsou stanovena vnitinim a kancelafskym fadem.
Pristup do modult slouzicich k lustraci osob maji pouze povétfeni zaméstnanci, a to vylucné pro
pracovni tcely a jen v nezbytném rozsahu.

(2) Za nastaveni piistupi do evidenci vedenych v ¢l 5 této smérnice, jak v analogové
(neelektronické), tak elektronické podobé, odpovida piimy nadfizeny zaméstnance, ktery je
povéteny vedenim pifslusné evidence.

(3) Piistupova opravnéni zaméstnancim do zakladnich registrii a obdobnych evidenci, vedenych
jinymi subjekty, lze zfidit pouze se souhlasem pfedsedy soudu.

(4) Pii nastaven{ pfistupt podle odstavce 1 az 3 plati, Ze je tfeba dusledné dbat na to, aby piistup
méli jen zaméstnanci, ktefi jej potfebuji pro plnéni svych pracovnich povinnosti, a to jen
v nezbytném rozsahu.

(5) Pristup zaméstnance do téchto evidenci je mozny pouze na zakladé nezbytné potfeby
vyplyvajici z vykonu funkce a stanoveného tkolu. Pfi kazdém pfistupu do rejstiku je zaméstnanec
opravnén zpracovavat osobni idaje jen v nezbytném rozsahu a pouze za ucelem plnéni konkrétni
pracovni povinnosti.

(6) Priistupy do analogovych (neelektronickych) ¢i elektronickych evidenci musi byt s ohledem na
technické moznosti vhodnym zptusobem dokumentovany. Povinnost zdokumentovani téchto
pfistupt je splnéna napt.: pofizenim zaznamu o pfistupu nebo prostfednictvim logovani operaci,
véetn¢ uvedeni diivodu tohoto pfistupu. Za nastaveni zpusobu této dokumentace odpovidaji
zaméstnanci uvedeni v ¢l. 8 odst. 1 této smérnice.

8z 15



CL 14
Webové stranky a Intranet OS

(1) Na webovych strankiach OSSUP lze zvefejniovat osobni udaje jen v pfipadé, ze tak stanovi
obecné zavazny pravni pfedpis nebo vnitini pfedpis nebo je dan jiny pravni titul zpracovani podle
nafizeni. Intranet OSSUP slouzi ke sdileni internich informaci a lze na ném zvefejniovat osobni
udaje jinych osob, pokud s tim vyslovily souhlas nebo je dan opravnény zajem OSSUP na jejich
zvefejnéni.

(2) Opravnéni ke vkladani osobnich ddaju nebo dokumenti s osobnimi udaji na webové stranky
nebo Intranet OS, jejich pravidelnou aktualizaci a dobu jejich uchovavani stanovi pfedseda soudu.
(3) Metodik GDPR v ramci své pusobnosti poskytuje odborné konzultace k pravnim titulim
zvetfejnéni osobnich udaji podle odstavee 1.

CL 15
Uchovavani dokumentt a spisu a jejich pfedavani

(1) Zaméstnanec je povinen dokument uréeny k zafazeni do spisu uchovavat tak, aby k nému
nem¢ly pfistup neopravnéné osoby. Piistup k témto dokumentim a spisim je povolen jen
zaméstnancum, kteff jsou opravnéni seznamovat se s piislusnymi dokumenty ¢i spisy, nebo jsou
povérfeni k jejich predani a pfevzeti. Konkrétni vhodny zpusob zabezpeceni spisu musi byt volen
s ohledem na povahu osobnich udaju a riziko mozného neopravnéného piistupu ke spisum.
Za vhodny zpusob uchovavani spisi se povazuje uzamcena mistnost nebo jinak zabezpeceny
prostor, uzamcena skfin ¢i stal, pokud obecné zavazné pravni pfedpisy nestanovi jiny zpusob
zabezpeceni'. Za zajisténi vhodnych technickych prostfedkt k zabezpeceni ochrany dokumentt
a spisu odpovida informatik ve spolupraci s feditelem spravy.

(2) V pripadé, ze jde o zvlastni kategorie osobnich udaji nebo existuje zvysené riziko poruseni
ochrany osobnich tudaji (napf.: pii stavebnich ¢i jinych technickych upravach kancelafi), jsou
zaméstnanci povinni vénovat zvysenou pozornost ochrané osobnich udaji pfi dodrzovani
povinnosti podle odstavce 1 a volit zptusob uchovani, ktery poskytuje nejvyssi vhodnou zaruku
jejich ochrany.

(3) Jestlize bude nezbytné umoznit pfistup tfeti osobé (napf.: femeslnikovi) na pracoviste
zameéstnance v pifpadé¢ jeho nepifitomnosti, feditel spravy soudu nebo jim povéfeny zaméstnanec
upozorni doty¢ného zaméstnance na tuto skutecnost a prokazatelné seznami, napiiklad
prostfednictvim e-mailu. Uvedeny zaméstnanec v takovém piipad¢ pfijme vhodna opatfeni, aby
nemohlo dojit k neopravnénému pfistupu ke spisum ¢i dokumentim obsahujicim osobni udaje.
(4) Pfedavani spist a otazky s tim souvisejici blize upravuji vnitini pfedpisy a postupy dané
kancelafskym fadem.

CAST CTVRTA
PORUSENI ZABEZPECENI OSOBNICH UDAJU
HLAVA I

BEZPECNOSTNI INCIDENTY V OBLASTI ICT

ClL 16
Oznamovaci povinnost

(1) Kazdy zaméstnanec je povinen dodrzovat dle bezpecnostnich politik informaci ohlasovaci
povinnost v pfipadé bezpecnostniho incidentu v oblasti ICT, v jehoz dusledku muze dojit k

" Napt.: zakon & 412/2005 Sb., o ochrané utajovanych informaci a o bezpe¢nostni zptisobilosti.
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poruseni zabezpeceni osobnich udaji spocivajictho napf.: ve ztrat¢ ¢i kradezi pfenosného
prostfedku vypocetni techniky nebo povoleného datového nosice, vyzrazeni hesla nebo pinu nebo
podezieni na jejich zneuziti, zaslani e-mailu na nespravnou e-mailovou adresu nebo v jiném
poskytnuti ¢i zpiistupnéni osobnich ddaji v elektronické podobé neopravnénym tfetim osobam
(napf.: v dasledku kybernetického utoku), oznamit tuto skutecnost ihned po jejim zjistén:

a) informatikovi okresntho soudu

b) metodikovi GDPR
a dodrzovat bezpecnostni polittku ¢. 22, Politika zvladani kybernetickych bezpecnostnich
incidenta“ instrukce ¢.5/2022 .
(2) Bezpecnostni incident, ktery byl zjistén usekem informatiky a ma za nasledky poruseni
zabezpecen{ osobnich udaji, oznamuje informatik metodikovi GDPR.
(3) Oznameni o bezpec¢nostnim incidentu podle odstavce 1 a 2 se podava na formulafi, ktery je
piilohou ¢. 1 této smérnice. Metodikovi GDPR se tento vyplnény formulaf zasila na jeho pracovni
e-mail s tim, Ze je nasledné nutné pfedat original formulafe opatfeny vlastnoruc¢nim podpisem téz
tyzicky.

Cl. 17
Posouzeni incidentu

(1) Informatik posoudi stav technického zabezpeceni osobnich uddaju, pfijatd technickd a
organizaéni opatfeni, zda doslo k poruseni zabezpeceni osobnich udaji nebo je vysokd mira
pravdépodobnosti, ze mohlo k takovému poruseni dojit. Sva zjisténi a navrhy dalstho opatfeni do
budoucna, uvede v zaznamu o bezpecnostnim incidentu na formulafi, ktery je pfilohou ¢. 2 této
smérnice.

(2) V piipadé zjisténi, ze bezpec¢nostni incident vedl k poruseni zabezpeceni osobnich udaji nebo v
pfipadé, Ze je vysoka mira pravdépodobnosti, ze k poruseni zabezpeceni osobnich tdaji mohlo
dojit, pfeda informatik zaznam o bezpecnostnim incidentu metodikovi GDPR do 24 hodin od
obdrzeni oznameni podle ¢l. 16 odst. 1 této smérnice, nebo po zjisténi uc¢inéném ve smyslu ¢l. 16
odst. 2 této smérnice.

(3) Pokud bylo zjisténo, ze bezpecnostni incident nemél nasledky uvedené v odstavci 2, ¢ini délka
lhity pro pfedani zaznamu o bezpecnostnim incidentu 10 pracovnich dni.

(4) Metodik GDPR posoudi nasledky poruseni zabezpeceni osobnich udaju vzniklé v souvislosti
s bezpecnostnim incidentem a rizika pro prava a subjekty udaju. Sva zjisténi uvede v zaznamu
o poruseni zabezpeceni ochrany a posouzeni nasledki na formulafi, ktery je pfilohou ¢. 3 této
smeérnice.

HLAVA II
OSTATNI BEZPECNOSTNI INCIDENTY

ClL 18
Oznamovaci povinnost

(1) Jakykoliv jiny bezpecnostni incident, nez uvedeny v ¢l. 16 odst. 1 této smérnice, je povinen
kazdy zaméstnanec ithned po jeho zjisténi oznamit svému vedoucimu.

(2) Oznameni o bezpecnostnim incidentu se podava na formulafi, ktery je pfilohou ¢. 1 této
smeérnice, a to zpusobem uvedenym v ¢l. 16 odst. 3, véty druhé této smérnice.

(3) V pripad¢ ztraty spisu, kdy je vysoka pravdépodobnost, Ze nedoslo k neopravnénému
zptistupnéni jeho obsahu (spis se napfiklad nachaz{ v budové soudu), se oznameni ve smyslu
odstavce 1 a 2 podava v piipad¢, ze spis neni nalezen do 48 hodin od zjisténi jeho ztraty.
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C1. 19
Posouzeni ostatnich bezpecnostnich incidenti

(1) V piipadé, Ze se jedna o bezpecnostni incident podle ¢l. 18 odst. 1 této smérnice, vedouci
posoudi, zda ma incident za nasledek poruseni zabezpeceni osobnich udaju. V piipade, ze doslo k
poruseni zabezpeceni osobnich udaji, zpracuje zaznam o bezpecnostnim incidentu na formulafi,
ktery je pfilohou ¢. 2 této smérnice a pfeda jej prokazatelné metodikovi GDPR.

(2) Metodik GDPR posoudi nasledky poruseni zabezpeceni osobnich udaju a rizika pro prava
a subjekty udaju. Sva zjisténi uvede v zaznamu o poruseni zabezpeceni ochrany a posouzeni
nasledkd na formulafi, ktery je pfilohou ¢. 3 této smérnice.

HLAVA III
OHLASOVANI A OZNAMOVANI PRIPADU PORUSENI ZABEZPECENI{

Cl. 20

(1) Pokud je na zakladé posouzeni podle ¢l. 17 a ¢l. 19 této smérnice pravdépodobné, Zze poruseni
zabezpeceni mélo za nasledek riziko pro prava a svobody fyzickych osob, tak metodik GDPR po
projednani s pfedsedou soudu ohlasi tuto skute¢nost dozorovému organu v souladu s €l. 33 nafizeni.
Pokud jde o poruseni zabezpeceni v ramci vykonu soudnich pravomoci, ohlas{ se tato skutecnost
povéfenci pro ochranu osobnich udaji Krajského soudu v Ostravé. V ostatnich pfipadech
nespadajicich do vjkonu soudnich pravomoci se hlasf tato skute¢nost Utadu pro ochranu osobnich
udaji. Pokud je to mozné, ucini tak nejpozdéji do 72 hodin od okamziku, kdy se o poruseni
zabezpecen{ dozvedél.
(2) Je-li na zakladé posouzeni podle odstavce 1 pravdépodobné, Ze poruseni zabezpeceni mélo
za nasledek vysoké riziko pro prava a svobody fyzickych osob, oznami metodik GDPR v souladu s
¢l. 34 nafizen{ toto poruseni bez zbyte¢ného odkladu subjektu idaji. Oznameni subjektu udaja se
nevyzaduje v pifpadeé, Ze je splnéna kterakoli z nasledujicich podminek podle ¢l. 34 odst. 3 nafizeni:
a) spravce zavedl nalezita technickd a organizacni ochranna opatfeni a tato opatfeni byla
pouzita u osobnich udaji dotcenych porusenim zabezpeceni osobnich udaji, zejména
takova, ktera ¢inf tyto udaje nesrozumitelnymi pro kohokoli, kdo nenf opravnén k nim mit
piistup, jako je napfiklad Sifrovani,
b) spravce pfijal nasledna opatfeni, ktera zajisti, Ze vysoké riziko pro prava a svobody subjektt
udaji podle odstavce 1 se jiz pravdépodobné neprojevi,
¢) vyzadovalo by to nepfiméfené usili. V takovém pfipad¢ musi byt subjekty udaja
informovany stejné ucinnym zpusobem pomoci vefejného oznameni, nebo podobného
opatfeni.

CAST PATA
METODIK GDPR

ClL 21
Postaveni metodika GDPR

(1) Metodik GDPR vykonava ukoly v souladu s rozvrhem prace OSSUP a § 122d odst. 4 zakona
o soudech a soudcich v platném znéni.
(2) Metodikovi GDPR:
a) musi byt umoznéno, aby byl nalezité a vcas zapojen do feSeni zalezitosti, které maji dopad
na ochranu osobnich udajd, jak zaméstnanct OSSUP, tak externich subjektd,
b) musi mu byt poskytnuty zdroje nezbytné k plnéni jeho tkold, zajistén piistup k osobnim
udajim a operacim jejich zpracovani a k prohlubovan{ jeho odbornych znalost,
c) nesmi byt ulozen zadny pokyn tykajici se vykonu jeho tkolt a nemuze byt sankcionovan ¢i
ukoncen jeho pracovni pomér v souvislosti s fadnym plnénim jeho dkold, a
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d) nesmi byt svéfeny jiné ukoly ¢i povinnosti, které by byly ve stfetu zajmu s vykonem jeho
pravomoci.
(3) Metodik GDPR plni dkoly organu dohledu dle § 122d odst. 4 zakona o soudech a soudcich,
v platném znéni. Pfi vykonu této puasobnosti je nezavisly, postupuje nestranné a fidi se pouze ptimo
pouzitelnymi unijnimi pravnimi pfedpisy a vnitrostatnimi pravnimi predpisy.
(4) Vedouci oddéleni jsou povinni metodikovi GDPR poskytovat pfi vykonavani jeho ukola
potfebnou soucinnost.

Cl 22
Pusobnost metodika GDPR

(1) Metodik GDPR vykonava tkoly ve vztahu ke zpracovani osobnich udaji, nespadajicich
pod vykon soudnich pravomoci’, v ramci:

a) spravy soudu,

b) soudniho vykonu a dozoru,

¢) soudnich podatelen a knihovny,

d) bezpecnosti a krizového fizeni,

e) bezpecnostniho feditele.
(2) Metodik GDPR dale vykonava tkoly ve vztahu ke zpracovani osobnich adaju v ramci vykonu
soudnich pravomoci OSSUP, jimiz se rozumi rozhodovaci ¢innost a tkony s ni tzce souvisejici, na
useku trestnim, obcanskopravnim, obchodnim, spravnim a insolvenénim.
(3) Metodik GDPR pifi plnéni ukold podle odstavce 1 pism. f) nepfistupuje k utajovanym
informacim.

CL 23
Ukoly a postupy metodika GDPR

(1) Metodik GDPR v ramci vykonu své pusobnosti a podle § 122d odst. 4 zakona o soudech
a soudcich:
a) sleduje, zda postupy OSSUP pii zpracovani osobnich udaji jsou v souladu s unijnimi

a vnitrostatnimi pravnimi pfedpisy v oblasti ochrany osobnich udaju,

b) pfijima podnéty a proSetfuje skutecnosti v nich uvedené,
¢) informuje subjekty udaju o zpusobu jejich vyfizeni, tak, aby pfedchazel ohrozeni:

- plnéni dkolu v oblasti predchazeni, vyhledavani a odhalovan{ trestné c¢innosti a stthani
trestnych ¢ind, vjkonu tresti a ochrannych opatieni, zajistovani bezpec¢nosti Ceské
republiky, vefejného pofadku a wvnitfni bezpecnosti, véetné patrani po osobach
a vécech,

- fizeni o pfestupku, kazenském pfestupku nebo jednani, které ma znaky prestupku,

- ochrany utajovanych informaci, nebo

- opravnénych zajmu tiet{ osoby.

(2) Zjisti-li metodik GDPR v souvislosti s vykonem své pravomoci nedostatky v postupu OSSUP,
vyrozumi o tom pfedsedu soudu a uvede, jak je napravit.

(3) Za tcelem vykonu své pusobnosti organu dohledu je metodik GDPR opravnén pozadovat
zpfistupnéni soudnich spist, poskytnuti potfebnych vysvétleni, vyjadfeni ¢i jinych podkladi.

> Tim se rozumi ¢&innosti vytvafejici pfedpoklady pro vykon soudnictvi po strince materialni,
organizacni a personalni.
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CAST SESTA
PRAVA SUBJEKTU UDAJU

CL 24
Zadosti subjekti udaji

(1) Zadosti nebo namitky (dale jen ,,7adosti®), jimiz subjekt udaja uplatnil sva prava podle ¢l. 15 az
22 nafizeni, vyfizuje metodik GDPR.
(2) Zadosti lze podat v pisemné formé postou nebo elektronicky na  adresu
podatelna@osoud.sup.justice.cz, prostfednictvim datové schrinky, nebo osobné v uafednich
hodinach na podatelné OSSUP. V ustni formé muze subjekt ddaju tuto zadost podat osobné
v tfednich hodinach po prokazani své totoznosti. Je-li mozné ustni zadost vyfidit ithned, sepisSe
metodik GDPR o jejim vyfizen{ pisemny zaznam. V opacném piipadé se ustni zadost zaznamena a
je vyfizena ve stejné lhuté jako pisemnd zadost. Informace pro subjekty adaju, tykajici se podavani
zadosti, jsou uvefejnény na webovych strankach OSSUP.
(3) Jestlize subjekt udaji podava zadost v elektronické formé, odpovi metodik GDPR na tuto
zadost rovnéz v elektronické formé, pokud subjekt udajia nepozada o jiny zptusob vyfizeni,
tj. pisemné v listinné formé, nebo datovou schrankou.
(4) Pokud nebude mozné zjistit nebo ovéfit totoznost subjektu udaja ani po dodatecné vyzvé,
odmitne metodik GDPR takové Zadosti vyhovét.
(5) Zadosti se zasadné vytizuji bezplatné. Pokud je Zadost subjektu udaji zjevné nedévodna
nebo nepfiméfena (napt.: opakujici se), mize metodik GDPR:

a) ulozit pfiméfeny poplatek zohlednujici administrativni naklady spojené s poskytnutim

pozadovanych informaci, nebo
b) Zadosti nevyhovét.

CL 25
Postup pii vyfizovani Zadosti nespadajicich pod vykon soudnich pravomoci

(1) Metodik GDPR bez zbytecného odkladu po obdrzeni zadosti subjektu tdaju nespadajici
do vykonu soudnich pravomoci OSSUP posoudi, zda subjekt idaji uplatfiuje sva prava v souladu
s nafizenim.
(2) V piipadé, ze shleda zadost subjektu udaju jako duavodnou, vypracuje k tomu pisemné
stanovisko, které po projednani s pfedsedou soudu pieda vécné piislusnému vedoucimu
zaméstnanci s pokynem predsedy soudu k provedeni pfislusnych opattent, jimiz se zadosti subjekta
udaju vyhovuje. Pokyn se udéluje na formulafi, ktery je pfilohou ¢. 4 této smérnice.
(3) Opatteni podle odstavce 2, kterymi se vyhovuje zadosti subjektu udaja, spocivaji:
a) ve sdéleni potfebnych informaci pro vykon prava na piistup podle ¢l. 15 nafizeni,
b) v provedeni opravy podle ¢l. 16 nafizeni nebo prava subjektu na vymaz podle ¢l. 17
nafizeni,
¢) v omezeni zpracovani podle ¢l. 18 nafizeni (napf.: znepfistupnéni vybranych osobnich
udaju uzivatelim nebo docasné odstranéni osobnich udaju z webovych stranek OSSUP),
d) v provedeni tkonu potfebnych k vykonu prava na pfenositelnost podle ¢l. 20 nafizeni,
e) v zastaveni zpracovani osobnich udaju na zaklad¢ namitky subjektt udaja podle ¢l. 21
nafizeni.
(4) Vedouci zaméstnanec bez zbytecného odkladu a nejpozdéji do 7 pracovnich dna po obdrzeni
pokynu pfedsedy soudu podle odstavce 2:
a) zajisti provedeni pozadovanych opatfen{ a tuto skutecnost potvrdi na pfedaném pokynu,
ktery vrati metodikovi GDPR, nebo
b) zjisti-li, ze nelze pozadované opatteni z technickych davodu provést, vrati pfedany pokyn,
na kterém uvede tuto skutecnost, nebo
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¢) vyjadii nesouhlas s provedenim pozadovanych opatfeni, coz uvede na pfedaném pokynu
spole¢né s davody svého nesouhlasu, a takto vyplnény pokyn vrati metodikovi GDPR.
(5) V ptipadé nesouhlasu vedouciho zaméstnance podle odstavce 4 pism. c¢) se metodik GDPR
obrati na pfedsedu soudu s zadosti o rozhodnuti, jak dal v této véci postupovat.

Cl. 26
Postup pfi vyfizovani Zadosti spadajicich pod vykon soudnich pravomoci OS

(1) Metodik GDPR zadost subjektu udajui tykajici se vykonu soudnich pravomoci bez zbyte¢ného
odkladu pfeda vedoucimu pifslusného soudniho useku k pisemnému vyjadfeni. Vedouci ve svém
vyjadfeni uvede, zda vyjimku uvedenou v {122e zakona o soudech a soudcich, kterou se omezi
nckterd prava subjektu tdajt:

a) lze aplikovat, nebo

b) nelze aplikovat a v takovém pfipadé uvede, zda a v jakém rozsahu se ma zadosti subjektu

udaju vyhoveét.

(2) V ptipad¢, ze se vyjimka podle {122e zakona o soudech a soudcich uplatni, postupuje se dale
podle ¢l. 27 odst. 1 pism. a) této smérnice. Pokud se tato vyjimka neuplatni a jsou splnény podminky
pro vykon prava subjektu idaji, metodik GDPR pifeda vécné piislusnému vedoucimu zaméstnanci
pokyn pfedsedy soudu k provedeni pfislusnych opatfeni uvedenych v ¢l. 25 odst. 3 této smérnice,
jimiz se zadosti subjektu udaja vyhovuje. Pokyn se udéluje na formulafi, ktery je piilohou ¢. 4 této
smérnice. Dale se postupuje podle ¢l. 25 a 27 této smérnice.

CL 27
Vyrozumeéni subjektu udajt

(1) Metodik GDPR vyrozumi subjekt udaju o:
a) uplatnéni vyjimky pro omezeni nékterych prav subjektu udaju podle §{122e zakona
o soudech a soudcich, nebo
b) o pfijatych opatfenich podle ¢l. 25 nebo ¢l. 26 této smérnice, nebo
¢) o duvodech nepfijeti opatfeni, o néz subjekt udaji pozadal, a dale o skutecnostech
uvedenych v ¢l. 12 odst. 4 nafizeni.
(2) Vyrozuméni podle odstavce 1 zasle metodik GDPR bez zbytecného odkladu a nejpozdéji
do jednoho mésice od obdrzeni Zzadosti subjektu ddaji. Tuto lhitu je mozné v piipadé potieby
a s ohledem na slozitost a pocet zadosti prodlouzit o dalsi dva mésice.

CL 28
Spolecna ustanoveni

(1) V piipadé, Ze je na zaklad¢ zadosti subjektu udaju proveden vymaz, oprava nebo omezeni
zpracovani osobnich udajt, informuje metodik GDPR v souladu s ¢l. 19 nafizeni pffjemce, jimz
byly piislusné osobni tdaje zpfistupnény, o provedeni téchto ukond, s vyjimkou piipada, kdy je to
nemozné nebo to vyzaduje nepfiméfené usili. Pokud o to subjekt udaju pozada, informuje jej
metodik GDPR o téchto pfijemcich.

(2) Vedouci oddéleni jsou povinni poskytnout metodikovi GDPR soucinnost pii vyfizovani
zadost{ subjekt udaji tak, aby je bylo mozné vyfidit ve lhatach stanovenych nafizenim.
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CAST SEDMA
PRECHODNA A ZAVERECNA USTANOVENI

Cl 29
Zavéreéna ustanoveni

(1) Piilohy k této smérnici jsou udrzovany v aktualnim stavu kontinualné a jednotlivé polozky se v
nich doplnuji bez nutnosti schvaleni celé smérnice.
(2) Za aktualnost této smérnice odpovida metodik GDPR.

Cl 30
Pfechodna a zrusujici ustanoveni

(3) Evidence obsahujici osobn{ tdaje umoznujici identifikaci subjektu udajd musi byt uvedeny
do souladu s ¢l. 5 této smérnice nejpozdéji do 6 mésict od ucinnosti této smérnice s vyjimkou
evidenci uvedenych v ¢l. 5 odst. 1 pism. a) této smérnice.

Cl. 31
Uéinnost

Tato smérnice nabyva acinnosti dnem 1. 4. 2023.

V Sumperku dne 24. 3. 2023

Mgr. Pavlina Hajtmarova
pfedsedkyné okresniho soudu

Pifloha ¢. 1 - Oznameni o bezpecnostnim incidentu

Priloha ¢. 2 - Zaznam o bezpec¢nostnim incidentu

Ptiloha ¢. 3 - Zaznam o poruseni zabezpeceni ochrany a posouzeni nasledka
Ptiloha ¢. 4 - Pokyn k vykonu prav subjektu idaju a zaznam o jeho provedeni
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